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Abstract—Millions of WiFi APs are deployed in residential
homes and small businesses, exposed to the Internet and/or public
use. While WiFi is the primary Internet access method now,
there lacks a public awareness on AP security vulnerability. In
this paper, we focus on public WiFi APs and propose a fast and
accurate approach for measuring an AP’s potential vulnerability,
and build a mobile App called SAVY that can inform a user about
“How vulnerable is the public WiFi AP that you are using.” SAVY
leverages the fact that majority of the APs typically do not update
their softwares, and dynamically maintains a table that maps an
AP model to its latest measurement results with scoring metrics.
In the wild, SAVY uses a lightweight method to probe the AP’s
model, and then the score can be easily obtained via searching the
mapping table. Our measurement results show that, compared
to full vulnerability probing, SAVY reduces the probing time by
93.7%, and achieves a scoring accuracy of 90.5%. Our results
also show that AP vulnerability is prevalent in the wild, and the
vulnerability scores vary across vendors, models, and stores.

I. INTRODUCTION

Public WiFi has become part of our lives as millions of
people use it every day for work and leisure. When you
sit in a coffee shop or walk around in a shopping mall,
have you ever wondered how secure or how vulnerable is
the WiFi access point (AP) that you are using? Compared
with enterprise APs and cellular base stations, public APs
are exposed to public use with posted or no passwords
while not managed by full-time professionals. Compared with
personal computers, smartphones, and tablets, public APs do
not interact with users and usually do not have automatic
security updates. Once purchased and deployed, majority of
these commercial off-the-shelf (CoTS) APs are rarely updated
but vulnerabilities are discovered and reported over time (e.g.,
the CVE database [1]), making them less and less secure, yet
without public awareness.

Accessing, probing, and potentially exploiting these vulner-
abilities on public APs are relatively easy because it often
does not require a password or the password is posted.
Furthermore there exist mobile applications for users to share
WiFi passwords, e.g., WiFi Master Key [2] has more than 800
million users. While easy access gives users the convenience
of free Internet, it also opens the door for attackers to scan,
probe, and exploit the network. Once the vulnerabilities are
exploited by the attackers, the compromised APs can be used
to launch serious attacks such as DNS redirect, phishing, and

∗ Dan Pei is the corresponding author.

online ID/password theft [3], [4]. Therefore, given that WiFi
is the primary Internet access method [5], [6] nowadays, we
argue that public WiFi APs have become the weakest link of
mobile Internet security.

A major factor in the lack of security of public APs is the
lack of awareness of the problem. The APs do not interact
with users or business owners to prompt for security updates,
and vendors do not release software fixes in a timely manner.
Given the large number of vendors and devices on the market,
it is also difficult to determine which one is more secure or
more responsive to security problems. We propose to change
the situation by building a mobile App that can quickly scan
a public AP and give a security score. Knowing the security
score of an AP helps users and business owners choose which
APs to purchase and use, and incentivize vendors to improve
the AP’s security. There are popular tools (such as [7], [8]) to
scan and rank the security level of laptops and smart phones,
and even facilitate the security patching update. However, to
the best of our knowledge, there is no such tool for CoTS WiFi
APs deployed in residential homes and small businesses.

Intuitively, such a tool would need to know (1) an AP’s open
ports and services, (2) the actual vulnerabilities on this AP, and
(3) a quantitative measure (score) of the corresponding vulner-
abilities. However, there are two major practical constraints
when building such a tool. First, authoritative vulnerability
database such as CVE/NVD [1], [9] only provides description
of the vulnerabilities (and mainly uses human language only,
which requires semantic parsing), and existing tools such as
Nmap [10] only have probing scripts for a very limited set of
these vulnerabilities. Thus the amount of efforts to write scripts
to test the vulnerabilities would be prohibitive given the large
number of vulnerabilities (2686 out of 75274 are relevant to
APs based on our investigation). Second, in contrast to the
scanning tool for laptops/smart phones where the tool can run
on the device being scanned, we can only probe an AP from
outside. To maximize the usability of the tool, the probing tool
is better run as a mobile App on user’s smartphone. Therefore
scanning one AP should be quick enough before users lose
patience. Due to these practical constraints, we cannot afford
to probe all the vulnerabilities even if we had all the scripts.

For the purpose of raising user awareness of AP security,
and based on aforementioned practical constraints, our prob-
lem statement is to build a mobile App that can probe the
AP in use to obtain its vulnerability score in a fast and
accurate way. The key challenge is to efficiently balance the



tradeoff between the probing speed and scoring accuracy. For
example, if the App uses Nmap [10] to probe all potential
vulnerabilities, the result will be accurate but the time it takes
will be too long. Therefore, in this paper, we will focus on
an AP’s potential vulnerabilities without actually verifying
whether these vulnerabilities are actually penetrable.

The core idea for tradeoff between speed and accuracy is
based on a couple of assumptions. Assumption 1: if there is
a match of an open port/service and a vulnerability in CVE
database, we consider that this AP has the corresponding
vulnerability. For example, if our probing shows that port
80 is open and the web server is Apache httpd 2.2.3 on an
AP, then the CVE scores of all vulnerabilities for Apache
httpd 2.2.3 will be added to the overall vulnerability score
of the AP. With this assumption, we just need to probe an
AP’s open port/service without testing the actual vulnerability.
Assumption 2: Majority of APs in the wild typically do not
update their port and service configurations after the initial
deployment. This means the majority of APs of the same
vendor/model in the wild have the same (factory default)
service/port configurations. Thus we can simply probe an AP’s
model instead of probing its service/software. In other words,
the model is considered as an estimator of the AP’s open
ports/services to further calculate the scores. In order to test
and verify our second assumption, we made a survey about
some AP manufacturers. The results show that lack of updates
is common for APs deployed in residential homes and small
businesses, especially for non-smart APs. We also conducted
a simple experiment on our testbed to check the effects of the
firmware updates. More details are presented in §??.

Above approach has a very fast probing speed, thus the
remaining challenge boils down to building an accurate table,
which maps AP models to corresponding vulnerability scores.
To bootstrap this mapping table, we first build an initial
AP Knowledge Base (AKB) which contains the mapping
from AP models to open ports/services, based on a testbed
consisting of different AP models in our lab. We then crawl
the CVE database for all vulnerabilities related to APs and
their individual scores, and build a Vulnerability Knowledge
Base (VKB) which contains the mapping from a service to its
vulnerability score, which is no-trivial since a vulnerability in
CVE is for a range of software version (e.g. Apache httpd up
to version 2.2.3). Joining these two tables, we get an initial
mapping table from AP models to their scores, and use this
table to seed the mobile App for volunteers to use. Any new
models detected in the wild that do not exist in the AKB
will be probed using Nmap by the App, and then the probing
results are sent to a server to update the AKB. AKB’s accuracy
is actively maintained: the App randomly samples an AP’s
ports/service (via Nmap) when the AP model does match the
AKB, and any new discovery is incorporated into the AKB.
The latest AKB are periodically updated to the App.

The mobile App, called SAVY (Score of AP VulnerabilitY),
is built with 2000 lines of code, and volunteers have measured
more than 800 APs from different public areas mainly in
Beijing, China. To the best of our knowledge, this work is the

first measurement study on public AP vulnerability. Our results
show that we could tell similarities and disparities between
APs based on vendors, types and stored they are deployed.
Our results also show that SAVY reduces the probing time by
93.7% compared to full Nmap probing, and achieves scoring
accuracy of 90.5% based on our knowledge bases.

The contributions of the paper are summarized as follows:

∙ For the first time in the literature, we highlight the preva-
lence of AP vulnerabilities in the wild, and the urgent
need of a quantitative evaluation of AP vulnerability by
users.

∙ We propose a fast and accurate approach for measuring
AP vulnerabilities via our mobile App SAVY. As a
crowdsourcing tool, SAVY’s speed and accuracy evolves
for the better as more and more users use it.

∙ We present that AP vulnerability is prevalent in the wild,
and the scores vary across vendors, models, SSIDs.

∙ Our results show disparities between APs based on their
types: (1) APs managed by commercial AP operator (such
as WiWide), are usually more vulnerable than other APs
due to more open ports and services. As a result, APs
at some chain stores (STARBUCKS, JACK & JONES,
Gap Stores, Ochirly, etc., often managed by commercial
AP operators such as WiWide and Zhima tech) are more
vulnerable than those managed by the store staff; (2)
Compared to traditional APs, the smart APs have higher
vulnerability score because they open more ports to run
more services on the AP.

The rest of the paper is organized as follows. §II reviews
the overall architecture of our proposed system. §III and §IV
present the details and the building of the AP Information
Knowledge Base and the Vulnerability Knowledge Base, re-
spectively. §V presents the detailed design and implementation
of the App. §VI shows the real world experiments and the
results. §VII concludes the work of the paper.

II. SYSTEM OVERVIEW

In this section, we present the overview of our system
architecture. First, we present the design goal of the system.
Then we explain the architecture and work flow of the system.

A. Consequences of Compromised AP

With the wide usage of the wireless devices, people come
cross with wireless network almost everywhere in their daily
lives. The popular usage of wireless devices raise the risk
of being compromised. Worse still, the ease of accessing the
public APs makes them more vulnerable.

Once corrupted, the APs could be taken as part of a
botnet [11], used to further infect other devices via LAN,
or become the launchpad of some specific attacks. Although
many methods can be used for protecting users’ information,
such as https [12], [13] and VPN [14], they cannot cover all
the situations. Besides, the lack of awareness of the problem
leads to the fact that most users, especially ones with little
knowledge of IT, will not initially pay attention to the security
issues unless they are specifically asked to.



Fig. 1. The feedback of the overall system.

Attackers who take control of the APs could launch all
kinds of attacks from the compromised APs to steal sensitive
information from users. For example, by DNS redirecting, the
attackers can reroute the user’s legitimate requests to attackers’
own hosts, conducting a phishing attacks via WiFi [15]. Such
an attack is relatively easy to launch on a compromised public
AP, but can attack many users given there are often many users
for a public AP.

B. Design Goal

For the purpose of raising user awareness of AP secu-
rity, and based on aforementioned practical constraints in
§introduction, our problem statement is to build a mobile App
that can probe the AP in use to obtain its vulnerability score
in a fast and accurate way.

C. System Architecture

The overall system can be divided into three parts: the
AP Information Knowledge Base (AKB), the Vulnerability
Knowledge Base (VKB) and the Application (called SAVY).
Fig. 1 shows the relationship of the three parts of the system:
the App will run the vulnerability test and display the results
to the users, while taking advantage of the two knowledge
bases as the libraries. In addition, the new results will be
processed and added to the AKB. Once the AKB gets the new
model/services information, the new services information will
be sent to the VKB as the keywords for related vulnerability
entries updating.

The AP Information Knowledge Base can be considered
as several relational databases of the model and the service
information mapping. The entries of AKB get updated by
the new service results detected by our App. Given a specific
model, we are able to find out the firmware version that the
device might be using, the versions of the services (e.g., web
servers, SAMBA.) running on the device. Such information
will be used to help building the VKB.

The Vulnerability Knowledge Base can be considered as
the mapping of the services and the relevant vulnerability
scores. It is selected and merged from many other public
vulnerabilities and exploitations databases, including the Com-
mon Vulnerabilities & Exposures (CVE). This knowledge base
mainly serves as the library for vulnerabilities querying and
scoring.

The Application will test the vulnerability of the APs in
the wild, whilst providing brief results for users to check,
further reconfigure and optimize. Given the assumption that
many client-side devices lack in both computing resources,
in most cases, we are unable to perform a comprehensive
scanning against the AP. Our idea is based on assumption
2 (majority of the APs in the wild typically do not update
their APs upgraded), evidenced by previous studies [16]
(especially non-smart APs which do not perform auto-update).
Furthermore, most of the update packs are provided by the
vendor, which do not have major changes in the OS and
services. Therefore, we are able to give a rough estimate of the
vulnerabilities an AP may have via the AKB and the VKB,
which results in saving both time and computing resources.
Furthermore, the probing results are sent to the server to update
the AKB and VKB.

D. Application Workflow

Fig. 2 shows the overview flowchart of our application. To
generate a score of the vulnerability level of a certain AP,
the system will take the following steps (the step numbers
correspond to the circled numbers in Fig. 2):

1) Model Probing: The application will try to detect the
model of the AP.

2) Searching AKB: When having the model probing result,
the application will search AKB for a match in order to
get the service information. If no match is found in AKB
or no model results are available, then the application
will start scanning to detect such information.

3) Searching VKB: When having the services information,
etc., the application will select the relevant potential
vulnerabilities based on the VKB.

4) Scoring Metrics: Based on the VKB and the service
version, the application will score the vulnerability level
of the AP.

III. AP INFORMATION KNOWLEDGE BASE

During the study, we present the assumption that many
APs do not get upgraded during their lifetimes [16]. In other
words, the results from the same AP model are likely to
be the same. If we can get the knowledge of one certain
AP’s model, we are highly likely to know the service version
and other information. Therefore, the AP models which were
scanned before can be gathered and merged into a knowledge
base, a.k.a, the AP information Knowledge Base. The AKB
provides the mapping between the AP model types and the
relevant service information, and is built and updated by the
App results. At the very beginning, we build a small testbed
consisting of 26 APs (based on ranking websites and the sales
volume data from the top online shopping websites) and use
the results to build the initial knowledge base. With the help of
the knowledge base, we are able to give a rough estimate of the
vulnerability level just by knowing the certain AP’s specific
model type. In this section, we will describe the building of
the AKB.



Fig. 2. Architecture of the application.

A. Building the Testbed

At the very beginning of our study, we build a small testbed
consisting of 26 APs. The picking of the models are mainly
based on their market shares and popularity. Based on the
ranking website and the sales volume data from the top online
shopping website, we list the most widely used models of the
residential wireless routers and the most popular vendors in
China. In order to have a more comprehensive study of the
different models, we ignored several similar models from the
same vendor and chose some of the most popular routers from
the same vendor.

In general, the testbed mainly helps us in these fields:

∙ The testbed results are used to build the initial AKB (and
also the initial VKB). The two knowledge bases will help
when running the App in the wild.

∙ The APs in the testbed can update to different versions
of the firmware, in order to test our Assumption 2.

∙ The testbed results can be considered as an evaluation
for the App results. Since we have the knowledge of the
model types in the testbed, we can test and verify the
method of model probing.

We build a small testbed in our lab, consisting of popular
APs from different vendors. All these APs are connected to
a switch via LAN ports, with their DHCP service shut down.
In order to get access to them, these APs are divided into
different subnetworks. Any client connected to the switch can
easily get access to a certain AP using static IP settings. A
server is connected to the switch as the main controller of the
whole testbed during the study.

B. Update of APs

As mentioned in §I, we made an assumption that APs do
not get updated frequently. The details of the assumption are
reiterated here: Majority of APs in the wild typically do not
update their port and service configurations after the initial
deployment. This assumption has two meanings. First, majority
of APs do not update their softwares in their lifetimes. Second,
even some APs do update the softwares, such updating do not
change the characteristics of their port/service configurations.
As a result, APs of the same vendor/model in the wild will
have the same service and port configurations. A detailed
scanning of the open port/service is very time-consuming
along with extreme heavy overhead, especially on the mobile
devices. With this assumption, we can turn the port/service

probing of one AP into a simple model probing. That is, we
do not need to probe each AP in details. Instead, we just need
to build a table that maps an AP’s model to its vulnerability
score; then in the wild, the mobile App can just use a very
lightweight method to probe the AP’s model, and then look
up the table to find the AP’s vulnerability score.

For most APs, especially residential ones, lack of updates
is always the one of dominant reasons for AP security is-
sues [17]. We found that 9 out of the current top 10 best-
selling AP models on JD.com, one of China’s largest online
retailer, are non-smart APs which have no automatic update
functions, ranked by the number of customers’ comments, with
Mercury MV309R taking the lead by sales volume of 540,000.
It is worth noting that non-smart APs are still dominant
and very popular in market and have an overwhelming sales
due to wide range of optional brands and cost performance
compared to smart APs. Even though some smart APs have
auto-update function, the firmware update usually can not be
finished without user’s manual confirmation. Most smart APs
only prompt update notification for users to check, rather than
fulfilling update in a completely unattended way. If APs work
normally without any failures, the issue of firmware update
may be easily ignored by users, which leads to the common
phenomenon of non-updated firmware of APs, either non-
smart or smart.

We also conducted some experiments on our testbed to
verify our assumption. With some exceptions, the APs on our
testbed are all non-smart APs, which do not present functions
like auto-updating and third-party add-ons. Users of these APs
need to manually operate the overall updating of their devices.
Most manufacturers will provide the update firmware files on
their tech-support websites. One user needs first search the
update files which exactly match his or her AP model, and
then download them on the PC or laptop. Afterwards, he or
she needs to login the configuration page of the AP, upload
the files to the device and start updating. Finally, the AP will
reboot automatically to finish the updating.

From the release dates of the firmware files, we can get a
rough idea of the updating of APs. Table ?? shows the dates
of the firmware updates for 6 AP models with the same brand
TP-LINK. The dates of the files could be identified by the
build version numbers of the firmwares and the website. Most
models do not provide their original version of firmware on
tech-support websites. The base dates (original firmware dates)



are estimated by the model release dates and the documents.
From the table we could tell that most TP-LINK APs on
our testbed may have two updates in their lifetime, the time
gaps are always 1-4 months or longer. The results for other
APs are similar to the TP-LINK APs, which usually have 1-
3 firmware updates. And the time gaps for different updates
are several months or even longer. For example, the model
CVR100W (Cisco) have three firmware versions on its tech-
support website, and the release dates are 20 May 2013, 31
Dec 2013 and 26 Jan 2017, respectively.

Besides, the firmware updates are usually for bug fixing and
performance optimization, and do little change to the software
and port configurations. We ran several scanning tests against
different firmware versions for the same model on our testbed.
And the results show no differences between the ports, services
and OS. An example is shown in Fig. ??, the two firmwares
are released in May 2014 and July 2015 respectively, with
14 months in between. And the scanning results are almost
the same except for the Slowloris DOS Attack (which is only
labeled as LIKELY VULNERABLE).

(a) Build 140331

(b) Build 150513

Fig. 3. The Nmap Scanning Results for AP Model TL-WDR6300.

C. Probing the AP Model

The AP information Knowledge Base maps the model and
the relevant service information. The AP model is used as the
keyword to search the AKB. In order to take advantage of
the knowledge base and get the information of the detailed

services, we need to fetch the AP model type first. A simple
approach is to use the login page as the HTML fingerprint of
the AP. Many APs just present their model types directly on
the login page. This webpage can be easily accessed without
any authentication. Anyone who is able to connect to the AP
can visit the webpage and the model type is often in the
<title></title> field.

Although we could get detailed model information from
some certain APs, there are still some that cannot be detected
by this simple method. We conducted small scale real world
experiments for several times to verify the validity of this
method. During the experiments, we tested over 100 APs in
the wild using a simple smartphone App. And over half of the
APs’ model types were detected via the <title></title> field.
We also found that several APs put the name of the vendor
instead of the model in that field. In such situation, although
we did not detect the specific model type, but we could narrow
down the range of the possible types. Further, since we have
downloaded the overall page, we are free to take advantage
of the remaining parts. And we can still find regularity of the
HTML contents based on the invariant contents related to the
vendors/models.

D. Building AP Information Knowledge Base

The AKB presents the related service information when
querying one AP model type. In specific, the service informa-
tion consists of the open ports of the AP and the associated
software/service versions. During our study, we used the open
source NMAP tool as our main scanning toolkit. With the help
of the scan tool, we are able to get the information of the open
ports and the services (application name and version) offered
by the hosts.

When get both the AP model types and the service informa-
tion, we are able to build the AKB. The AKB provides us with
the mapping between the AP model type and the services.

For each entry of the certain AP model type, the knowledge
base will list the open ports and the associated services. An
example of the knowledge base is shown in Table ??. Noticed
that we only list the web server here. In the actual knowledge
base, all the services for every open port will be listed. Besides,
in the real world test, the scanning results for the same AP
model may have slight differences, so the AKB also lists the
number of the APs detected for a certain model-ports/services
pair, which will be presented in §??.

The results show that the most opened port of the APs is
#80, which is intuitive since almost all the APs provide the
web login and configuration pages. The web server versions
of the APs are different and are mainly based on the vendors.
Most of the vendors use one specific web server for a series of
productions. And different vendors may use the same popular
third-party web server, e.g., GoAHead, Apache and Nginx.

Besides the #80 port, some APs also open some other ports
for different usage, including #53, #443 and #1900. And few
APs open the #23 port for Telnet connection. This is extremely
risky since the Telnet username/password are quite simple
(admin/admin in most cases).



TABLE I
RELEASE DATES OF AP UPDATING FIRMWARE FILES.

# Model Base #1 Update #2 Update
1 TL-WDR6300 20140317 20140520 20150720
2 TL-WDR7400 20150909 20160612 20160914
3 TL-WR742N 20150330 20150720 20151104
4 TL-WR842N 20150906 20160125 20160505
5 TL-WR885N 20140625 20140725 20140814
6 TL-WR886N 20141117 20150407 N/A

TABLE II
AP INFORMATION KNOWLEDGE BASE.

# Open Ports Web Server
1 80, 1041, 1900, 49152, 49153 TP-LINK http config
2 80 GoAhead WebServer
3 80 GoAhead WebServer
4 23, 80 Apache Httpd
5 80, 81, 1723 Apache Httpd
6 80 Boa HTTPd 0.94.14rc21
7 80 Nginx 1.5.5
8 80 Nginx
9 53, 80, 81, 82, 83, 139, 443, 445 QWS
10 53, 80, 81, 82, 83, 139, 443, 445 QWS

E. Updating AP Information Knowledge Base

As described in §II-C, the AKB is updated by the new
results collected from SAVY. Once a new model is detected,
the results will be sent to the server to update the AKB.
Besides, in order to get more accuracy information for one
certain AP model, SAVY will trigger the port scanning by
randomly sampling even the AP model type has been recorded.

For the APs with the same model type, multiple results
will be generated and sent to the server from different users
over time. Most of these results would be the same (more
detailed results will be presented in §VI-C), but there would
be results with different open ports status. Each of the open
ports status will be recorded and the dominant one will be the
default result for the AKB querying. On the other hand, the
services probing results for the same port of the same model
are always invariant. During our study, the results for service of
the same port for the same AP model will be in two status: one
certain service or nothing detected. Based on the assumption
that users rarely update their APs, we present a hypothesis that
the services for the same ports of one very model should be
the same. In such condition, the AKB will merge the results
to form a more detailed port-service mapping. In case of a
conflict, the AKB will take the dominant results like we do to
the different open ports status.

IV. VULNERABILITY KNOWLEDGE BASE

Based on several public databases of vulnerabilities and
exploitations, we build a specific knowledge base, which lists
the vulnerabilities and the corresponding vulnerability scores.

A. Building Vulnerability Knowledge Base

We collected vulnerabilities for APs from two major
sources: i) NMAP and its default vulnerability check scripts;
ii) the Common Vulnerabilities & Exposures (CVE) list.

Fig. 4. Building the vulnerability database.

There are several kinds of vulnerability databases pro-
vided by different websites and organizations, among which
CVE/NVD covers vulnerabilities both early and up-to-date,
being one of the most frequently referenced and commonly
used vulnerability database. CVE/NVD provides a database
of information security vulnerabilities and exposures with ad-
ditional analysis and a fine-grained search engine, containing
75274 CVE vulnerabilities by the time of this study. Further
more, The NVD uses the Common Vulnerability Scoring
System (CVSS [18]) Version 2, which is an open standard
for assigning vulnerability impact scores that is widely used.
Thus, we build our vulnerability database based on CVE/NVD.

Service related vulnerabilities are the primary part of our
knowledge base. To collect such vulnerabilities, we build a
simple python web crawler to collect relevant vulnerabilities
from NVD, using regular expression to parse the information,
as shown in Fig. 3. The crawler grabs all the related vulner-
abilities from NVD, obtaining the CVE-IDs, then extracting
the CVSS base scores and sub scores, description and affected
versions of each CVE-ID (ranges from begin version to end
version).

B. Scoring Version Segments

Based on the AKB and the VKB, we can obtain the
knowledge of a specific AP’s services and these services’
relevant vulnerabilities. Here, we present the method to score
one certain service by its software version.

In general, the scoring metrics should follow these two
characteristics:

∙ The more potential vulnerabilities the AP may have, the
higher the score will be.

∙ The more severe the vulnerabilities are, the higher the
score will be.

The CVE list represents a scoring metrics for individual
vulnerability named CVSS. To achieve our metrics, a simple
approach is to sum up the individual scores of different
potential vulnerabilities found on a certain AP. For example,
an AP with three vulnerabilities was found, while the CVSS
scores are 5, 5 and 7, respectively. Then the score of the AP
will be 17.

In fact, many vulnerabilities are not specific to one certain
version, but affect several continuous versions. Based on this,



(a) Linux

(b) Openssh

Fig. 5. Version segment scoring for different services. The X axis represents the versions of the services. The Y axis represents the scores calculated by the
metrics. An unknown version can be given a score due to the metrics by querying the certain range of X.

Fig. 6. An example of the version segments. Each interval on the axis
represent one single version. In this example, the axis is divided into six
version segments with the score of 3, 4, 1, 2, 6 and 4 respectively.

we could divide the range of the version into several individual
parts (called version segments during our study) and score
the different parts respectively. This is similar to the Median
Active Vulnerabilities [19] and its variants [20], but uses the
scores instead of the count of their quantities.

An example of the version segments is shown in Fig. 5.
Each interval above the axis represents the affected versions
of one certain vulnerability, the number over the interval
represents the score of the vulnerability. In order to get non-
overlapping parts, all the vulnerability ranges are left-closed.
All the endpoints divide the axis into several intervals, a.k.a,
the version segments. We score the segments by accumulating

the scores of the relevant vulnerabilities which overlaps with
the certain version segment.

Some examples of relationship between the version and
vulnerability score are plotted in Fig. 4, based on our VKB
results. The values varies over time with a trend of getting
smaller after patching. Fig. 4(b) shows the scores of the
openssh, it is typically getting less and less vulnerable while
being updated over time. A more complex example is shown
in Fig. 4(a) (the scores for different Linux versions). In this
figure, we can see that each primary change accompanied with
new features introduces a mass of vulnerabilities (Linux 2.6
and Linux 3.0, respectively). Also the number of vulnerabilities
taper off with the release of new minor and patch versions.

As presented above, given a certain service version, we
can search the VKB to find out the relevant version segment.
Then we can give the score without recalculating. In case of
an uncertain version, we can get the potential version range,
which may contain several version segments with different
scores, and use the average value as the final score.

V. APPLICATION IMPLEMENTATION

After designing the architecture of the whole system, now
we will take a look into the detailed steps. In this section,
we will present the implementation of the application: model
probing, searching AKB, searching VKB and scoring.



A. Model Probing

As mentioned in §II-D, the first step in Fig. 2 is the model
probing. In order to take advantage of the AKB, we need
to detect the model of the targeted AP. Once successful, we
can bypass the time-consuming scanning procedure, list the
potential vulnerabilities and go directly to the scoring step.

The procedure of the model probing is the same as described
in §??. During our real world experiments, over 50% APs in
the wild had <title></title> field with certain information.
Although not all these fields put the model name right here,
most of them are recognizable. A WiFi AP deployed by a
commercial WiFi company at a store almost always put the
name of the store here, but they do not change the other part of
the webpage, which can still be used to detect the vendor and
model. For example, the invariant part of such a web page
often contains the links to its official website or some logo
pictures, and the elements in the page can be used to determine
the model type by comparing with others. If all these methods
fail, e.g., the HTTP connection is rejected, we can get the
vendor instead of the model by querying the OUI. The vendor
information is very limited but could also help to estimate the
service/port information and speed up the scanning phase by
specifying scanning parameters.

B. Searching AP Information Knowledge Base

After the model probing, the application will look up the
AKB for further information. If we could find the results in
the AKB, then we can get the service information.

When the results fail to perform a valid match (or in
the case that the model probing failed), we cannot get the
score directly. In such a case, we need to use the scanning
toolkit embedded in the application as the backup. Such
procedures are always time-consuming compared to the table-
searching and simple calculating. Meanwhile, the new model
type (if there is any) will be sent to the server along with the
port/service information to update the AKB.

C. Searching Vulnerability Knowledge Base

When having the knowledge of the service information, the
application will then look up the VKB in order to get the
scores. If we could find the results in the VKB, then we can
get the scores directly.

When the searching fails in the VKB (which is highly likely
after the AKB searching failure, since a known AP model
always has the same services), the new service information
will be sent to the server to update the AKB and the VKB.
For scoring, the application will use the port number instead
for a rough scoring based on the average score for the port.

D. Scoring the Vulnerability Level

As presented in §IV-B, we can get a score for one certain
service. All the scores for different services make up with the
overall vulnerability score of the AP. In the App, the scores
will be accumulated together. In order to make a clear display
for the users, we normalize the scores based on the former
results collected from the App. That is, instead of the absolute

score, we display the percentile among all the results already
known. In other words, if the final percentile is 0%, it means
that the AP has the lowest score, and a percentile of 100%
means the most vulnerable AP in our dataset. Just like the
AKB and the VKB, the percentile would change over time
since the dataset is updated when more results are collected
via the mobile App.

VI. RESULTS IN THE WILD

We conducted a field experiment to measure the APs in the
real world using our application. In this section, we will first
describe the details of the experiment. Then, we will present
the results and the analysis of the collected data.

A. Measurements in the Wild

With the App SAVY, we are able to measure the APs and
collect the data in the real world. To evaluate the performance
of our application, and to understand the vulnerabilities of
the APs in real public/residential environments, we installed
our application on volunteers’ android devices. The volunteers
will probe the public APs they encountered while going out
or staying home. In order to get rid of the effects from the
non-public APs, we filtered the hosts and only considered the
APs when the clients get a valid LAN IP address.

The volunteers were sent to places with different densities
of public APs from low to high around the city. Malls and
plazas are always crowded with different public APs. These
places have lots of individual stores and cafeterias, which often
provide their own WiFi for customers. Measurement results
from such places are variant based on vendors, types, and
locations. Moreover, the APs within the same chain stores
showed strong similarities, while with different owners came
the disparities. For instance, we found that many stores’ WiFi
devices are deployed by certain commercial companies. Office
buildings and campus also provide public WiFi for their
employees and visitors. Such APs are enterprise APs with
centralized controllers and specialized operators. Most of these
thin APs do not provide NAT and/or DHCP services. In such
cases, we are not able to probe the APs themselves since all
the scan packets will go through the access points and directly
to the routers or gateways. Other public places (e.g., railway
stations, air ports) also provide the wireless networks but with
more strict limitation for authentication.

We also ran the measurements in residential scenarios.
Unlike the public APs, the residential WiFi APs are always
protected by passwords and are hard to access. As a result,
we did not get large number of the measurement results from
residential environments, but the workflow of the application
still work in such conditions.

B. Results Overview

We have collected over 800 results from the APs in the
public places over this period. During the real world mea-
surements, we also found that using the full Nmap scanning
will takes 3 minutes or longer. Such long time may cause
the users more likely to abandon the scanning. With the



Fig. 7. CDF for scores of all tested APs. X axis for the score and Y axis for
the percentage.

Fig. 8. CDF for the numbers of the open ports. X axis for the #ports and Y
axis for the percentage.

help of the AKB and VKB, the results could be displayed
after model probing in 10 to 20 seconds. In addition, we
record the timestamps of each measurement step in Fig. 2
using the SAVY Mobile App. The timestamps of our 800
measurement results show that SAVY reduces the probing time
by 93.7% compared to full Nmap probing on average, which is
a significant improvement on the probing speed. Besides, we
also make some optimizations for the Nmap scanning based on
our results (e.g., specific ports range) to reduce the scanning
time to about 30 seconds when Nmap is called.

The scores for all the measured hosts are shown in Fig. 6.
Almost 40% of the hosts’ scores are smaller than 20, over
80% of them are smaller than 40, and nearly 95% are under
100. These data also help in the normalization of the scores
when displaying to the users (in §V-D). For example, in order
to make it more clear to understand for the users, based on
these data, we can divide the APs into three categories by the
scores: safe when the score is under 20, vulnerable when over
100, and medium when in between.

Fig. 7 shows the numbers of open ports of all the APs we
measured. 80% of the APs open 4 ports or less. The results for
the open ports is shown in Fig. 8. Port #80 is the most common
port of the APs, indicating that the web server is the dominant

Fig. 9. Open ports results in the wild. X axis for the port number and Y axis
for the percentage.

Fig. 10. Results in the wild. X axis for the model and Y axis for the percentage
and the scores.

service. Besides the #80 port, the most common ports are
#53, #1900, #23, #22, #8080, #443 and #8000. Except for
the HTTP/HTTPS ports, the other popular services are DNS,
Telnet, UPNP and SSH. Such ports and services often indicate
more vulnerabilities.

Fig. 9 shows the numbers of the different AP model types
based on our measurements, along with the mean scores
detected by the App. A certain model WIWIDE dominates
with 16% of the overall measured hosts, followed by the
second dominant model WIMASTER. Both models are from
a same commercial WiFi company Wiwide which provides
WiFi service such as commercial WiFi deployments and
technical support. Many models from the vendor TP-LINK
also account for great proportion of the overall data. Unlike
Wiwide, the TP-LINK APs are not deployed or operated by
the manufacturer. As a result, the TP-LINK APs open less
ports and the vulnerability scores are low since their services
are just the factory default (minimum) set of ports. On the
other hand, the Wiwide APs open more ports (e.g., #22, #23)
for more functions. The AP model with the highest score is
HIWIFI, which is a smart AP model with many open ports.
This implies that more functions (of smart APs) might come
with more security vulnerabilities if not coped with carefully.



Fig. 11. CDF for the homogeneity. The homogeneity represent that how many
APs detected by the NMAP share the same status of ports/score with the AKB
result.

C. Accuracy of the AKB

As mentioned before, we simply probe an AP’s model as an
estimator of the vulnerability scores based on assumption 2.
Then the AKB provides the mapping from the model types to
the services/ports. To further verify this in the wild, we set the
service scan of the App in the compulsive mode during the
volunteer measurements. That is, the App would start scanning
for service information regardless of whether the AKB return
a valid result or not. This way, we were able to measure the
APs with the same model type.

The AKB presents a standard scanning result for one certain
model type. For several APs with the same model type,
we compared the results of the actual scanning. Here we
use homogeneity to denote the percentage of the # of AP
with same status as the AKB results, e.g., a homogeneity
of 100% for open ports indicates that all the APs have the
same open ports detected. The homogeneity of the open
ports/scores is shown in Fig. 10. We have filtered the model
with less that 4 APs in the dataset. The result shows 60%
of the model have a homogeneity rate over 80%, 40% of the
model have a homogeneity rate over 90%. Most model types
from the real world results show high homogeneities, which
means that most APs with same model types have the same
services/ports characteristics. Some model types with lower
values are mainly because of two reasons: i) scanning errors
of the scanning toolkit; ii) uncertain model probing results,
which AKB will provide a coarse model type category.

With the NMAP results we can calculate the scores. Com-
pared to the ones supported by the AKB, we can tell whether
the AKB scores are accurate. Fig. 10 also shows the homo-
geneity of the score for the same AP model type. Most of
them have a better result than the port homogeneity, which
indicates a higher similarity. This is because the differences
of the open ports status are always related to the non-reserved
port numbers, which have little effect to the final score.

D. Score Variations

1) Similarity in SSID: During the test, we also found that
for one certain brand and its chains, the choices for the vendors

Fig. 12. Scores distribution for each SSID.

Fig. 13. CDF of scores for different AP categories. X axis for the score and
Y axis for the percentage. Red line for the APs deployed by WiFi service
vendor. Black for self-deployed APs.

and the models have a strong homogeneity. The stores under
the control of the same company are more likely to choose
the same AP vendor, especially the APs deployed by the WiFi
service providers. Fig. 11 shows the scores for different SSIDs
in candlestick chart. The vertical segments denote the ranges
of the scores for one SSID. The two endpoints of each segment
denote the maximin and the minimum value, while the cross
denotes the median value. It is clear to see that many SSIDs
have concentrated distributions. The exceptions of them are
related to the choices of the models. Several chain stores, e.g.,
Starbucks and GAP, often choose the same vendor for WiFi
APs, but some vendors may offer different model types, which
results in the variations of scores.

2) Disparity between AP Vendors: Fig. 12 indicates that
APs managed by commercial AP operator (such as WiWide
and Zhima Tech) are usually more vulnerable than self-
deployed APs, for them often open more ports (e.g., port
#22 and #23) for certain usage such as SSH and Telnet. The
difference in results between commercial and non-commercial
APs is related to the results in Fig. 9, which shows the
popularities and scores in our dataset for different vendors.
In particular, the dominant non-commercial AP is TP-LINK



Fig. 14. Scores of different vendors. Each number on X axis denotes each
vendor and Y axis for the range of the scores.

with lower scores comparing to the others. Fig. 13 shows the
scores for different vendors in candlestick chart. The vendors
are sorted by its popularity in reverse order. The popularity of
AP vendors is derived from a separate dataset, which has the
4.1 million AP logs in China, including the SSID, the BSSID,
and the geographic coordinate of APs. In Fig. 13, the vertical
segments denote the ranges of the scores for one vendor. And
the two endpoints of each segment denote the maximum and
the minimum value, while the dot denotes the median value.
The scores vary between different vendors, and it is clear to
see that popular AP models (e.g., TP-Link, H3C, and Cisco)
are less vulnerable than the others.

VII. CONCLUSION

In this paper, we present a mobile App, SAVY, the first in its
kind, to measure an AP’s potential security vulnerability in the
wild. SAVY achieves a good tradeoff between probing speed
and accuracy. Compared to the alternative approach, SAVY
reduces the probing time by 93.7%, and achieves a scoring
accuracy of 90.5%. We also present the first measurement
results on AP vulnerabilities in the wild using SAVY. The
observed prevalence of non-trivial AP vulnerabilities high-
lights the urgency of better understanding and improvement
of AP security. The variations of vulnerability scores indicate
different default practices by vendors, chain store owners,
and commercial AP operators etc., and call for a systematic
solution by the industry to improve AP security in the wild.

As our future work, we plan to release the SAVY App to
Google Play and other Android App stores to increase the user
base, raise users’ awareness of AP security, and gain a more

comprehensive understanding of the AP vulnerabilities. We
also plan to extend our App’s functions like checking if the
AP is compromised or not and giving more detailed advices.

ACKNOWLEDGMENTS

We thank the valuable reviews given by those anonymous
reviewers. We are also thankful for those nameless shopkeep-
ers who offered help during our real world test in different
public areas. Our study has been supported by the National
Key Basic Research Program of China (973 program) (Grant
No.2013CB329105), National Natural Science Foundations of
China (NSFC) under Grant 61472210 & 61472214, the Sate
Key Program of NSFC under Grant 61233007, the Tsinghua
National Laboratory for Information Science and Technology
key projects, the Global Talent Recruitment (Youth) Program
and the Cross-disciplinary Collaborative Teams Program for
Science, Technology & Innovation of Chinese Academy of
Sciences-Network and system technologies for security mon-
itoring and information interaction in smart grid.

REFERENCES

[1] “Common Vulnerabilities and Exposures List,” https://cve.mitre.org/,
accessed: 2016-01-31.

[2] “WiFi Master Key hits 800M users,” http://www.mobileworldlive.com/
apps/news-apps/wifi-master-key-hits-800m-users/, accessed: 2016-05-
10.

[3] S. Abu-Nimeh and S. Nair, “Bypassing security toolbars and phishing
filters via dns poisoning,” in Global Telecommunications Conference,
2008. IEEE GLOBECOM 2008. IEEE. IEEE, 2008, pp. 1–6.

[4] J. Bellardo and S. Savage, “802.11 denial-of-service attacks: Real
vulnerabilities and practical solutions.” in USENIX security, 2003, pp.
15–28.

[5] S. Biswas, J. Bicket, E. Wong, R. Musaloiu-E, A. Bhartia, and
D. Aguayo, “Large-scale measurements of wireless network behavior,”
in Proceedings of the 2015 ACM Conference on Special Interest Group
on Data Communication. ACM, 2015, pp. 153–165.

[6] I. Cisco, “Cisco visual networking index: Forecast and methodology,
2013–2018,” CISCO White paper, 2013.

[7] “The best antivirus software for Android,” https://www.av-test.org/en/
antivirus/mobile-devices/android/january-2016/, accessed: 2016-02-18.

[8] “The best antivirus software for windows,” http://www.dnhys.com/,
accessed: 2016-02-18.

[9] “National Vulnerability Database,” https://nvd.nist.gov/, accessed: 2016-
01-31.

[10] “Nmap,” https://nmap.org/, accessed: 2016-01-31.
[11] Z. Y. e. a. Knysz M, Hu X, “Open wifi networks: Lethal weapons for

botnets?” in INFOCOM, 2012 Proceedings IEEE, 2012, pp. 2631–2635.
[12] “HTTPS,” https://en.wikipedia.org/wiki/HTTPS, accessed: 2016-01-21.
[13] R. M. Callegati F, Cerroni W, “Man-in-the-middle attack to the https

protocol[p],” in IEEE Security & Privacy, 2009, 7(1): 78-81. IEEE,
2009, pp. 78–81.

[14] L. A. Seid H A, “Virtual private network: U.s. patent 5,768,271[p].
1998-6-16,” Virtual private network, 1998.

[15] W. D. Felt A P, “Phishing on mobile devices[m],” Phishing on mobile
devices, 2011.

[16] E. Karamanos, “Investigation of home router security,” 2010.
[17] “Turris Omnia,” https://omnia.turris.cz/en/?winzoom=1, accessed: 2017-

02-10.
[18] “Common Vulnerability Scoring System,” https://www.first.org/cvss, ac-

cessed: 2016-01-31.
[19] J. L. Wright, “Software vulnerabilities: lifespans, metrics, and case

study,” Ph.D. dissertation, University of Idaho, 2014.
[20] D. R. Thomas, A. R. Beresford, and A. Rice, “Security metrics for

the android ecosystem,” in Proceedings of the 5th Annual ACM CCS
Workshop on Security and Privacy in Smartphones and Mobile Devices.
ACM, 2015, pp. 87–98.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.7
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /AbadiMT-CondensedLight
    /ACaslon-Italic
    /ACaslon-Regular
    /ACaslon-Semibold
    /ACaslon-SemiboldItalic
    /AdobeArabic-Bold
    /AdobeArabic-BoldItalic
    /AdobeArabic-Italic
    /AdobeArabic-Regular
    /AdobeHebrew-Bold
    /AdobeHebrew-BoldItalic
    /AdobeHebrew-Italic
    /AdobeHebrew-Regular
    /AdobeHeitiStd-Regular
    /AdobeMingStd-Light
    /AdobeMyungjoStd-Medium
    /AdobePiStd
    /AdobeSongStd-Light
    /AdobeThai-Bold
    /AdobeThai-BoldItalic
    /AdobeThai-Italic
    /AdobeThai-Regular
    /AGaramond-Bold
    /AGaramond-BoldItalic
    /AGaramond-Italic
    /AGaramond-Regular
    /AGaramond-Semibold
    /AGaramond-SemiboldItalic
    /AgencyFB-Bold
    /AgencyFB-Reg
    /AGOldFace-Outline
    /AharoniBold
    /Algerian
    /Americana
    /Americana-ExtraBold
    /AndaleMono
    /AndaleMonoIPA
    /AngsanaNew
    /AngsanaNew-Bold
    /AngsanaNew-BoldItalic
    /AngsanaNew-Italic
    /AngsanaUPC
    /AngsanaUPC-Bold
    /AngsanaUPC-BoldItalic
    /AngsanaUPC-Italic
    /Anna
    /ArialAlternative
    /ArialAlternativeSymbol
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialMT-Black
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialRoundedMTBold
    /ArialUnicodeMS
    /ArrusBT-Bold
    /ArrusBT-BoldItalic
    /ArrusBT-Italic
    /ArrusBT-Roman
    /AvantGarde-Book
    /AvantGarde-BookOblique
    /AvantGarde-Demi
    /AvantGarde-DemiOblique
    /AvantGardeITCbyBT-Book
    /AvantGardeITCbyBT-BookOblique
    /BakerSignet
    /BankGothicBT-Medium
    /Barmeno-Bold
    /Barmeno-ExtraBold
    /Barmeno-Medium
    /Barmeno-Regular
    /Baskerville
    /BaskervilleBE-Italic
    /BaskervilleBE-Medium
    /BaskervilleBE-MediumItalic
    /BaskervilleBE-Regular
    /Baskerville-Bold
    /Baskerville-BoldItalic
    /Baskerville-Italic
    /BaskOldFace
    /Batang
    /BatangChe
    /Bauhaus93
    /Bellevue
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlingAntiqua-Bold
    /BerlingAntiqua-BoldItalic
    /BerlingAntiqua-Italic
    /BerlingAntiqua-Roman
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BernhardModernBT-Bold
    /BernhardModernBT-BoldItalic
    /BernhardModernBT-Italic
    /BernhardModernBT-Roman
    /BiffoMT
    /BinnerD
    /BinnerGothic
    /BlackadderITC-Regular
    /Blackoak
    /blex
    /blsy
    /Bodoni
    /Bodoni-Bold
    /Bodoni-BoldItalic
    /Bodoni-Italic
    /BodoniMT
    /BodoniMTBlack
    /BodoniMTBlack-Italic
    /BodoniMT-Bold
    /BodoniMT-BoldItalic
    /BodoniMTCondensed
    /BodoniMTCondensed-Bold
    /BodoniMTCondensed-BoldItalic
    /BodoniMTCondensed-Italic
    /BodoniMT-Italic
    /BodoniMTPosterCompressed
    /Bodoni-Poster
    /Bodoni-PosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /Bookman-Demi
    /Bookman-DemiItalic
    /Bookman-Light
    /Bookman-LightItalic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolOne-Regular
    /BookshelfSymbolSeven
    /BookshelfSymbolThree-Regular
    /BookshelfSymbolTwo-Regular
    /Botanical
    /Boton-Italic
    /Boton-Medium
    /Boton-MediumItalic
    /Boton-Regular
    /Boulevard
    /BradleyHandITC
    /Braggadocio
    /BritannicBold
    /Broadway
    /BrowalliaNew
    /BrowalliaNew-Bold
    /BrowalliaNew-BoldItalic
    /BrowalliaNew-Italic
    /BrowalliaUPC
    /BrowalliaUPC-Bold
    /BrowalliaUPC-BoldItalic
    /BrowalliaUPC-Italic
    /BrushScript
    /BrushScriptMT
    /CaflischScript-Bold
    /CaflischScript-Regular
    /Calibri
    /Calibri-Bold
    /Calibri-BoldItalic
    /Calibri-Italic
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /CalisMTBol
    /CalistoMT
    /CalistoMT-BoldItalic
    /CalistoMT-Italic
    /Cambria
    /Cambria-Bold
    /Cambria-BoldItalic
    /Cambria-Italic
    /CambriaMath
    /Candara
    /Candara-Bold
    /Candara-BoldItalic
    /Candara-Italic
    /Carta
    /CaslonOpenfaceBT-Regular
    /Castellar
    /CastellarMT
    /Centaur
    /Centaur-Italic
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchL-Bold
    /CenturySchL-BoldItal
    /CenturySchL-Ital
    /CenturySchL-Roma
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /CGTimes-Bold
    /CGTimes-BoldItalic
    /CGTimes-Italic
    /CGTimes-Regular
    /CharterBT-Bold
    /CharterBT-BoldItalic
    /CharterBT-Italic
    /CharterBT-Roman
    /CheltenhamITCbyBT-Bold
    /CheltenhamITCbyBT-BoldItalic
    /CheltenhamITCbyBT-Book
    /CheltenhamITCbyBT-BookItalic
    /Chiller-Regular
    /Cmb10
    /CMB10
    /Cmbsy10
    /CMBSY10
    /CMBSY5
    /CMBSY6
    /CMBSY7
    /CMBSY8
    /CMBSY9
    /Cmbx10
    /CMBX10
    /Cmbx12
    /CMBX12
    /Cmbx5
    /CMBX5
    /Cmbx6
    /CMBX6
    /Cmbx7
    /CMBX7
    /Cmbx8
    /CMBX8
    /Cmbx9
    /CMBX9
    /Cmbxsl10
    /CMBXSL10
    /Cmbxti10
    /CMBXTI10
    /Cmcsc10
    /CMCSC10
    /Cmcsc8
    /CMCSC8
    /Cmcsc9
    /CMCSC9
    /Cmdunh10
    /CMDUNH10
    /Cmex10
    /CMEX10
    /CMEX7
    /CMEX8
    /CMEX9
    /Cmff10
    /CMFF10
    /Cmfi10
    /CMFI10
    /Cmfib8
    /CMFIB8
    /Cminch
    /CMINCH
    /Cmitt10
    /CMITT10
    /Cmmi10
    /CMMI10
    /Cmmi12
    /CMMI12
    /Cmmi5
    /CMMI5
    /Cmmi6
    /CMMI6
    /Cmmi7
    /CMMI7
    /Cmmi8
    /CMMI8
    /Cmmi9
    /CMMI9
    /Cmmib10
    /CMMIB10
    /CMMIB5
    /CMMIB6
    /CMMIB7
    /CMMIB8
    /CMMIB9
    /Cmr10
    /CMR10
    /Cmr12
    /CMR12
    /Cmr17
    /CMR17
    /Cmr5
    /CMR5
    /Cmr6
    /CMR6
    /Cmr7
    /CMR7
    /Cmr8
    /CMR8
    /Cmr9
    /CMR9
    /Cmsl10
    /CMSL10
    /Cmsl12
    /CMSL12
    /Cmsl8
    /CMSL8
    /Cmsl9
    /CMSL9
    /Cmsltt10
    /CMSLTT10
    /Cmss10
    /CMSS10
    /Cmss12
    /CMSS12
    /Cmss17
    /CMSS17
    /Cmss8
    /CMSS8
    /Cmss9
    /CMSS9
    /Cmssbx10
    /CMSSBX10
    /Cmssdc10
    /CMSSDC10
    /Cmssi10
    /CMSSI10
    /Cmssi12
    /CMSSI12
    /Cmssi17
    /CMSSI17
    /Cmssi8
    /CMSSI8
    /Cmssi9
    /CMSSI9
    /Cmssq8
    /CMSSQ8
    /Cmssqi8
    /CMSSQI8
    /Cmsy10
    /CMSY10
    /Cmsy5
    /CMSY5
    /Cmsy6
    /CMSY6
    /Cmsy7
    /CMSY7
    /Cmsy8
    /CMSY8
    /Cmsy9
    /CMSY9
    /Cmtcsc10
    /CMTCSC10
    /Cmtex10
    /CMTEX10
    /Cmtex8
    /CMTEX8
    /Cmtex9
    /CMTEX9
    /Cmti10
    /CMTI10
    /Cmti12
    /CMTI12
    /Cmti7
    /CMTI7
    /Cmti8
    /CMTI8
    /Cmti9
    /CMTI9
    /Cmtt10
    /CMTT10
    /Cmtt12
    /CMTT12
    /Cmtt8
    /CMTT8
    /Cmtt9
    /CMTT9
    /Cmu10
    /CMU10
    /Cmvtt10
    /CMVTT10
    /ColonnaMT
    /Colossalis-Bold
    /ComicSansMS
    /ComicSansMS-Bold
    /Consolas
    /Consolas-Bold
    /Consolas-BoldItalic
    /Consolas-Italic
    /Constantia
    /Constantia-Bold
    /Constantia-BoldItalic
    /Constantia-Italic
    /CooperBlack
    /CopperplateGothic-Bold
    /CopperplateGothic-Light
    /Copperplate-ThirtyThreeBC
    /Corbel
    /Corbel-Bold
    /Corbel-BoldItalic
    /Corbel-Italic
    /CordiaNew
    /CordiaNew-Bold
    /CordiaNew-BoldItalic
    /CordiaNew-Italic
    /CordiaUPC
    /CordiaUPC-Bold
    /CordiaUPC-BoldItalic
    /CordiaUPC-Italic
    /Courier
    /Courier-Bold
    /Courier-BoldOblique
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /Courier-Oblique
    /CourierStd
    /CourierStd-Bold
    /CourierStd-BoldOblique
    /CourierStd-Oblique
    /CourierX-Bold
    /CourierX-BoldOblique
    /CourierX-Oblique
    /CourierX-Regular
    /CreepyRegular
    /CurlzMT
    /David-Bold
    /David-Reg
    /DavidTransparent
    /Dcb10
    /Dcbx10
    /Dcbxsl10
    /Dcbxti10
    /Dccsc10
    /Dcitt10
    /Dcr10
    /Desdemona
    /DilleniaUPC
    /DilleniaUPCBold
    /DilleniaUPCBoldItalic
    /DilleniaUPCItalic
    /Dingbats
    /DomCasual
    /Dotum
    /DotumChe
    /DoulosSIL
    /EdwardianScriptITC
    /Elephant-Italic
    /Elephant-Regular
    /EngraversGothicBT-Regular
    /EngraversMT
    /EraserDust
    /ErasITC-Bold
    /ErasITC-Demi
    /ErasITC-Light
    /ErasITC-Medium
    /ErieBlackPSMT
    /ErieLightPSMT
    /EriePSMT
    /EstrangeloEdessa
    /Euclid
    /Euclid-Bold
    /Euclid-BoldItalic
    /EuclidExtra
    /EuclidExtra-Bold
    /EuclidFraktur
    /EuclidFraktur-Bold
    /Euclid-Italic
    /EuclidMathOne
    /EuclidMathOne-Bold
    /EuclidMathTwo
    /EuclidMathTwo-Bold
    /EuclidSymbol
    /EuclidSymbol-Bold
    /EuclidSymbol-BoldItalic
    /EuclidSymbol-Italic
    /EucrosiaUPC
    /EucrosiaUPCBold
    /EucrosiaUPCBoldItalic
    /EucrosiaUPCItalic
    /EUEX10
    /EUEX7
    /EUEX8
    /EUEX9
    /EUFB10
    /EUFB5
    /EUFB7
    /EUFM10
    /EUFM5
    /EUFM7
    /EURB10
    /EURB5
    /EURB7
    /EURM10
    /EURM5
    /EURM7
    /EuroMono-Bold
    /EuroMono-BoldItalic
    /EuroMono-Italic
    /EuroMono-Regular
    /EuroSans-Bold
    /EuroSans-BoldItalic
    /EuroSans-Italic
    /EuroSans-Regular
    /EuroSerif-Bold
    /EuroSerif-BoldItalic
    /EuroSerif-Italic
    /EuroSerif-Regular
    /EUSB10
    /EUSB5
    /EUSB7
    /EUSM10
    /EUSM5
    /EUSM7
    /FelixTitlingMT
    /Fences
    /FencesPlain
    /FigaroMT
    /FixedMiriamTransparent
    /FootlightMTLight
    /Formata-Italic
    /Formata-Medium
    /Formata-MediumItalic
    /Formata-Regular
    /ForteMT
    /FranklinGothic-Book
    /FranklinGothic-BookItalic
    /FranklinGothic-Demi
    /FranklinGothic-DemiCond
    /FranklinGothic-DemiItalic
    /FranklinGothic-Heavy
    /FranklinGothic-HeavyItalic
    /FranklinGothicITCbyBT-Book
    /FranklinGothicITCbyBT-BookItal
    /FranklinGothicITCbyBT-Demi
    /FranklinGothicITCbyBT-DemiItal
    /FranklinGothic-Medium
    /FranklinGothic-MediumCond
    /FranklinGothic-MediumItalic
    /FrankRuehl
    /FreesiaUPC
    /FreesiaUPCBold
    /FreesiaUPCBoldItalic
    /FreesiaUPCItalic
    /FreestyleScript-Regular
    /FrenchScriptMT
    /Frutiger-Black
    /Frutiger-BlackCn
    /Frutiger-BlackItalic
    /Frutiger-Bold
    /Frutiger-BoldCn
    /Frutiger-BoldItalic
    /Frutiger-Cn
    /Frutiger-ExtraBlackCn
    /Frutiger-Italic
    /Frutiger-Light
    /Frutiger-LightCn
    /Frutiger-LightItalic
    /Frutiger-Roman
    /Frutiger-UltraBlack
    /Futura-Bold
    /Futura-BoldOblique
    /Futura-Book
    /Futura-BookOblique
    /FuturaBT-Bold
    /FuturaBT-BoldItalic
    /FuturaBT-Book
    /FuturaBT-BookItalic
    /FuturaBT-Medium
    /FuturaBT-MediumItalic
    /Futura-Light
    /Futura-LightOblique
    /GalliardITCbyBT-Bold
    /GalliardITCbyBT-BoldItalic
    /GalliardITCbyBT-Italic
    /GalliardITCbyBT-Roman
    /Garamond
    /Garamond-Bold
    /Garamond-BoldCondensed
    /Garamond-BoldCondensedItalic
    /Garamond-BoldItalic
    /Garamond-BookCondensed
    /Garamond-BookCondensedItalic
    /Garamond-Italic
    /Garamond-LightCondensed
    /Garamond-LightCondensedItalic
    /Gautami
    /GeometricSlab703BT-Light
    /GeometricSlab703BT-LightItalic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /GeorgiaRef
    /Giddyup
    /Giddyup-Thangs
    /Gigi-Regular
    /GillSans
    /GillSans-Bold
    /GillSans-BoldItalic
    /GillSans-Condensed
    /GillSans-CondensedBold
    /GillSans-Italic
    /GillSans-Light
    /GillSans-LightItalic
    /GillSansMT
    /GillSansMT-Bold
    /GillSansMT-BoldItalic
    /GillSansMT-Condensed
    /GillSansMT-ExtraCondensedBold
    /GillSansMT-Italic
    /GillSans-UltraBold
    /GillSans-UltraBoldCondensed
    /GloucesterMT-ExtraCondensed
    /Gothic-Thirteen
    /GoudyOldStyleBT-Bold
    /GoudyOldStyleBT-BoldItalic
    /GoudyOldStyleBT-Italic
    /GoudyOldStyleBT-Roman
    /GoudyOldStyleT-Bold
    /GoudyOldStyleT-Italic
    /GoudyOldStyleT-Regular
    /GoudyStout
    /GoudyTextMT-LombardicCapitals
    /GSIDefaultSymbols
    /Gulim
    /GulimChe
    /Gungsuh
    /GungsuhChe
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /Helvetica
    /Helvetica-Black
    /Helvetica-BlackOblique
    /Helvetica-Bold
    /Helvetica-BoldOblique
    /Helvetica-Condensed
    /Helvetica-Condensed-Black
    /Helvetica-Condensed-BlackObl
    /Helvetica-Condensed-Bold
    /Helvetica-Condensed-BoldObl
    /Helvetica-Condensed-Light
    /Helvetica-Condensed-LightObl
    /Helvetica-Condensed-Oblique
    /Helvetica-Fraction
    /Helvetica-Narrow
    /Helvetica-Narrow-Bold
    /Helvetica-Narrow-BoldOblique
    /Helvetica-Narrow-Oblique
    /Helvetica-Oblique
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Humanist521BT-BoldCondensed
    /Humanist521BT-Light
    /Humanist521BT-LightItalic
    /Humanist521BT-RomanCondensed
    /Imago-ExtraBold
    /Impact
    /ImprintMT-Shadow
    /InformalRoman-Regular
    /IrisUPC
    /IrisUPCBold
    /IrisUPCBoldItalic
    /IrisUPCItalic
    /Ironwood
    /ItcEras-Medium
    /ItcKabel-Bold
    /ItcKabel-Book
    /ItcKabel-Demi
    /ItcKabel-Medium
    /ItcKabel-Ultra
    /JasmineUPC
    /JasmineUPC-Bold
    /JasmineUPC-BoldItalic
    /JasmineUPC-Italic
    /JoannaMT
    /JoannaMT-Italic
    /Jokerman-Regular
    /JuiceITC-Regular
    /Kartika
    /Kaufmann
    /KaufmannBT-Bold
    /KaufmannBT-Regular
    /KidTYPEPaint
    /KinoMT
    /KodchiangUPC
    /KodchiangUPC-Bold
    /KodchiangUPC-BoldItalic
    /KodchiangUPC-Italic
    /KorinnaITCbyBT-Regular
    /KristenITC-Regular
    /KrutiDev040Bold
    /KrutiDev040BoldItalic
    /KrutiDev040Condensed
    /KrutiDev040Italic
    /KrutiDev040Thin
    /KrutiDev040Wide
    /KrutiDev060
    /KrutiDev060Bold
    /KrutiDev060BoldItalic
    /KrutiDev060Condensed
    /KrutiDev060Italic
    /KrutiDev060Thin
    /KrutiDev060Wide
    /KrutiDev070
    /KrutiDev070Condensed
    /KrutiDev070Italic
    /KrutiDev070Thin
    /KrutiDev070Wide
    /KrutiDev080
    /KrutiDev080Condensed
    /KrutiDev080Italic
    /KrutiDev080Wide
    /KrutiDev090
    /KrutiDev090Bold
    /KrutiDev090BoldItalic
    /KrutiDev090Condensed
    /KrutiDev090Italic
    /KrutiDev090Thin
    /KrutiDev090Wide
    /KrutiDev100
    /KrutiDev100Bold
    /KrutiDev100BoldItalic
    /KrutiDev100Condensed
    /KrutiDev100Italic
    /KrutiDev100Thin
    /KrutiDev100Wide
    /KrutiDev120
    /KrutiDev120Condensed
    /KrutiDev120Thin
    /KrutiDev120Wide
    /KrutiDev130
    /KrutiDev130Condensed
    /KrutiDev130Thin
    /KrutiDev130Wide
    /KunstlerScript
    /Latha
    /LatinWide
    /LetterGothic
    /LetterGothic-Bold
    /LetterGothic-BoldOblique
    /LetterGothic-BoldSlanted
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LetterGothic-Slanted
    /LevenimMT
    /LevenimMTBold
    /LilyUPC
    /LilyUPCBold
    /LilyUPCBoldItalic
    /LilyUPCItalic
    /Lithos-Black
    /Lithos-Regular
    /LotusWPBox-Roman
    /LotusWPIcon-Roman
    /LotusWPIntA-Roman
    /LotusWPIntB-Roman
    /LotusWPType-Roman
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSans-Typewriter
    /LucidaSans-TypewriterBold
    /LucidaSans-TypewriterBoldOblique
    /LucidaSans-TypewriterOblique
    /LucidaSansUnicode
    /Lydian
    /Magneto-Bold
    /MaiandraGD-Regular
    /Mangal-Regular
    /Map-Symbols
    /MathA
    /MathB
    /MathC
    /Mathematica1
    /Mathematica1-Bold
    /Mathematica1Mono
    /Mathematica1Mono-Bold
    /Mathematica2
    /Mathematica2-Bold
    /Mathematica2Mono
    /Mathematica2Mono-Bold
    /Mathematica3
    /Mathematica3-Bold
    /Mathematica3Mono
    /Mathematica3Mono-Bold
    /Mathematica4
    /Mathematica4-Bold
    /Mathematica4Mono
    /Mathematica4Mono-Bold
    /Mathematica5
    /Mathematica5-Bold
    /Mathematica5Mono
    /Mathematica5Mono-Bold
    /Mathematica6
    /Mathematica6Bold
    /Mathematica6Mono
    /Mathematica6MonoBold
    /Mathematica7
    /Mathematica7Bold
    /Mathematica7Mono
    /Mathematica7MonoBold
    /MatisseITC-Regular
    /MaturaMTScriptCapitals
    /Mesquite
    /Mezz-Black
    /Mezz-Regular
    /MICR
    /MicrosoftSansSerif
    /MingLiU
    /Minion-BoldCondensed
    /Minion-BoldCondensedItalic
    /Minion-Condensed
    /Minion-CondensedItalic
    /Minion-Ornaments
    /MinionPro-Bold
    /MinionPro-BoldIt
    /MinionPro-It
    /MinionPro-Regular
    /Miriam
    /MiriamFixed
    /MiriamTransparent
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MonotypeSorts
    /MSAM10
    /MSAM5
    /MSAM6
    /MSAM7
    /MSAM8
    /MSAM9
    /MSBM10
    /MSBM5
    /MSBM6
    /MSBM7
    /MSBM8
    /MSBM9
    /MS-Gothic
    /MSHei
    /MSLineDrawPSMT
    /MS-Mincho
    /MSOutlook
    /MS-PGothic
    /MS-PMincho
    /MSReference1
    /MSReference2
    /MSReferenceSansSerif
    /MSReferenceSansSerif-Bold
    /MSReferenceSansSerif-BoldItalic
    /MSReferenceSansSerif-Italic
    /MSReferenceSerif
    /MSReferenceSerif-Bold
    /MSReferenceSerif-BoldItalic
    /MSReferenceSerif-Italic
    /MSReferenceSpecialty
    /MSSong
    /MS-UIGothic
    /MT-Extra
    /MTExtraTiger
    /MT-Symbol
    /MT-Symbol-Italic
    /MVBoli
    /Myriad-Bold
    /Myriad-BoldItalic
    /Myriad-Italic
    /Myriad-Roman
    /Narkisim
    /NewCenturySchlbk-Bold
    /NewCenturySchlbk-BoldItalic
    /NewCenturySchlbk-Italic
    /NewCenturySchlbk-Roman
    /NewMilleniumSchlbk-BoldItalicSH
    /NewsGothic
    /NewsGothic-Bold
    /NewsGothicBT-Bold
    /NewsGothicBT-BoldItalic
    /NewsGothicBT-Italic
    /NewsGothicBT-Roman
    /NewsGothic-Condensed
    /NewsGothic-Italic
    /NewsGothicMT
    /NewsGothicMT-Bold
    /NewsGothicMT-Italic
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NimbusMonL-Bold
    /NimbusMonL-BoldObli
    /NimbusMonL-Regu
    /NimbusMonL-ReguObli
    /NimbusRomNo9L-Medi
    /NimbusRomNo9L-MediItal
    /NimbusRomNo9L-Regu
    /NimbusRomNo9L-ReguItal
    /NimbusSanL-Bold
    /NimbusSanL-BoldCond
    /NimbusSanL-BoldCondItal
    /NimbusSanL-BoldItal
    /NimbusSanL-Regu
    /NimbusSanL-ReguCond
    /NimbusSanL-ReguCondItal
    /NimbusSanL-ReguItal
    /Nimrod
    /Nimrod-Bold
    /Nimrod-BoldItalic
    /Nimrod-Italic
    /NSimSun
    /Nueva-BoldExtended
    /Nueva-BoldExtendedItalic
    /Nueva-Italic
    /Nueva-Roman
    /NuptialScript
    /OCRA
    /OCRA-Alternate
    /OCRAExtended
    /OCRB
    /OCRB-Alternate
    /OfficinaSans-Bold
    /OfficinaSans-BoldItalic
    /OfficinaSans-Book
    /OfficinaSans-BookItalic
    /OfficinaSerif-Bold
    /OfficinaSerif-BoldItalic
    /OfficinaSerif-Book
    /OfficinaSerif-BookItalic
    /OldEnglishTextMT
    /Onyx
    /OnyxBT-Regular
    /OzHandicraftBT-Roman
    /PalaceScriptMT
    /Palatino-Bold
    /Palatino-BoldItalic
    /Palatino-Italic
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Palatino-Roman
    /PapyrusPlain
    /Papyrus-Regular
    /Parchment-Regular
    /Parisian
    /ParkAvenue
    /Penumbra-SemiboldFlare
    /Penumbra-SemiboldSans
    /Penumbra-SemiboldSerif
    /PepitaMT
    /Perpetua
    /Perpetua-Bold
    /Perpetua-BoldItalic
    /Perpetua-Italic
    /PerpetuaTitlingMT-Bold
    /PerpetuaTitlingMT-Light
    /PhotinaCasualBlack
    /Playbill
    /PMingLiU
    /Poetica-SuppOrnaments
    /PoorRichard-Regular
    /PopplLaudatio-Italic
    /PopplLaudatio-Medium
    /PopplLaudatio-MediumItalic
    /PopplLaudatio-Regular
    /PrestigeElite
    /Pristina-Regular
    /PTBarnumBT-Regular
    /Raavi
    /RageItalic
    /Ravie
    /RefSpecialty
    /Ribbon131BT-Bold
    /Rockwell
    /Rockwell-Bold
    /Rockwell-BoldItalic
    /Rockwell-Condensed
    /Rockwell-CondensedBold
    /Rockwell-ExtraBold
    /Rockwell-Italic
    /Rockwell-Light
    /Rockwell-LightItalic
    /Rod
    /RodTransparent
    /RunicMT-Condensed
    /Sanvito-Light
    /Sanvito-Roman
    /ScriptC
    /ScriptMTBold
    /SegoeUI
    /SegoeUI-Bold
    /SegoeUI-BoldItalic
    /SegoeUI-Italic
    /Serpentine-BoldOblique
    /ShelleyVolanteBT-Regular
    /ShowcardGothic-Reg
    /Shruti
    /SILDoulosIPA
    /SimHei
    /SimSun
    /SimSun-PUA
    /SnapITC-Regular
    /StandardSymL
    /Stencil
    /StoneSans
    /StoneSans-Bold
    /StoneSans-BoldItalic
    /StoneSans-Italic
    /StoneSans-Semibold
    /StoneSans-SemiboldItalic
    /Stop
    /Swiss721BT-BlackExtended
    /Sylfaen
    /Symbol
    /SymbolMT
    /SymbolTiger
    /SymbolTigerExpert
    /Tahoma
    /Tahoma-Bold
    /Tci1
    /Tci1Bold
    /Tci1BoldItalic
    /Tci1Italic
    /Tci2
    /Tci2Bold
    /Tci2BoldItalic
    /Tci2Italic
    /Tci3
    /Tci3Bold
    /Tci3BoldItalic
    /Tci3Italic
    /Tci4
    /Tci4Bold
    /Tci4BoldItalic
    /Tci4Italic
    /TechnicalItalic
    /TechnicalPlain
    /Tekton
    /Tekton-Bold
    /TektonMM
    /Tempo-HeavyCondensed
    /Tempo-HeavyCondensedItalic
    /TempusSansITC
    /Tiger
    /TigerExpert
    /Times-Bold
    /Times-BoldItalic
    /Times-BoldItalicOsF
    /Times-BoldSC
    /Times-ExtraBold
    /Times-Italic
    /Times-ItalicOsF
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Times-RomanSC
    /Trajan-Bold
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /TwCenMT-Bold
    /TwCenMT-BoldItalic
    /TwCenMT-Condensed
    /TwCenMT-CondensedBold
    /TwCenMT-CondensedExtraBold
    /TwCenMT-CondensedMedium
    /TwCenMT-Italic
    /TwCenMT-Regular
    /Univers-Bold
    /Univers-BoldItalic
    /UniversCondensed-Bold
    /UniversCondensed-BoldItalic
    /UniversCondensed-Medium
    /UniversCondensed-MediumItalic
    /Univers-Medium
    /Univers-MediumItalic
    /URWBookmanL-DemiBold
    /URWBookmanL-DemiBoldItal
    /URWBookmanL-Ligh
    /URWBookmanL-LighItal
    /URWChanceryL-MediItal
    /URWGothicL-Book
    /URWGothicL-BookObli
    /URWGothicL-Demi
    /URWGothicL-DemiObli
    /URWPalladioL-Bold
    /URWPalladioL-BoldItal
    /URWPalladioL-Ital
    /URWPalladioL-Roma
    /USPSBarCode
    /VAGRounded-Black
    /VAGRounded-Bold
    /VAGRounded-Light
    /VAGRounded-Thin
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VerdanaRef
    /VinerHandITC
    /Viva-BoldExtraExtended
    /Vivaldii
    /Viva-LightCondensed
    /Viva-Regular
    /VladimirScript
    /Vrinda
    /Webdings
    /Westminster
    /Willow
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /WNCYB10
    /WNCYI10
    /WNCYR10
    /WNCYSC10
    /WNCYSS10
    /WoodtypeOrnaments-One
    /WoodtypeOrnaments-Two
    /WP-ArabicScriptSihafa
    /WP-ArabicSihafa
    /WP-BoxDrawing
    /WP-CyrillicA
    /WP-CyrillicB
    /WP-GreekCentury
    /WP-GreekCourier
    /WP-GreekHelve
    /WP-HebrewDavid
    /WP-IconicSymbolsA
    /WP-IconicSymbolsB
    /WP-Japanese
    /WP-MathA
    /WP-MathB
    /WP-MathExtendedA
    /WP-MathExtendedB
    /WP-MultinationalAHelve
    /WP-MultinationalARoman
    /WP-MultinationalBCourier
    /WP-MultinationalBHelve
    /WP-MultinationalBRoman
    /WP-MultinationalCourier
    /WP-Phonetic
    /WPTypographicSymbols
    /XYATIP10
    /XYBSQL10
    /XYBTIP10
    /XYCIRC10
    /XYCMAT10
    /XYCMBT10
    /XYDASH10
    /XYEUAT10
    /XYEUBT10
    /ZapfChancery-MediumItalic
    /ZapfDingbats
    /ZapfHumanist601BT-Bold
    /ZapfHumanist601BT-BoldItalic
    /ZapfHumanist601BT-Demi
    /ZapfHumanist601BT-DemiItalic
    /ZapfHumanist601BT-Italic
    /ZapfHumanist601BT-Roman
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 2.00333
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 2.00333
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00167
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <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>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f00620065002000500044004600200061006400650063007500610064006f007300200070006100720061002000760069007300750061006c0069007a00610063006900f3006e0020006500200069006d0070007200650073006900f3006e00200064006500200063006f006e006600690061006e007a006100200064006500200064006f00630075006d0065006e0074006f007300200063006f006d00650072006300690061006c00650073002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <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>
    /GRE <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>
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
    /HRV (Za stvaranje Adobe PDF dokumenata pogodnih za pouzdani prikaz i ispis poslovnih dokumenata koristite ove postavke.  Stvoreni PDF dokumenti mogu se otvoriti Acrobat i Adobe Reader 5.0 i kasnijim verzijama.)
    /HUN <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <FEFF30d330b830cd30b9658766f8306e8868793a304a3088307353705237306b90693057305f002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a3067306f30d530a930f330c8306e57cb30818fbc307f3092884c3044307e30593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /POL <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>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f00620065002000500044004600200061006400650071007500610064006f00730020007000610072006100200061002000760069007300750061006c0069007a006100e700e3006f002000650020006100200069006d0070007200650073007300e3006f00200063006f006e0066006900e1007600650069007300200064006500200064006f00630075006d0065006e0074006f007300200063006f006d0065007200630069006100690073002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /RUM <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>
    /RUS <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>
    /SLV <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>
    /SUO <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>
    /SVE <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>
    /TUR <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>
    /ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


